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3,123 hours  

21 certifications



1. Church & Community

2. Sponsorships & Partnerships







➢ Compatibility Issues
➢ Cost of Incident Response
➢ Data Breaches
➢ Data Loss
➢ Higher Hardware Costs
➢ Increased Cybersecurity risks
➢ Lost Business Opportunities
➢ Lost Productivity
➢ Outdated Software
➢ Password Sharing
➢ Regulatory Penalties
➢ Reputational Damage
➢ System Downtime
➢ Unplanned Repairs
➢ Vulnerabilities







2019 - $3.5 billion

2020 - $4.2 billion

2021 - $6.9 billion

2022 - $10.3 billion

2023 - $12.5 billion

ic3.gov



Use of Applications and 
Processes



Applications and Processes

•

Providing all users with local 

admin rights is a thing of the 

past

•

Not all applications are safe to 

install

•

Legitimate applications and 

processes are being used by 

threat actors to carry out 

attacks



Endpoint Zero Trust

•

Providing all users with local 

admin rights is a thing of the 

past

•

Applications needs to be 

centrally managed by IT

•

Limit applications to only 

perform their intended functions 



Email Compromise

Adversary-in-the-Middle (AitM)



















Common misconceptions 
about IT & Cybersecurity



•

The danger is real

•

Prioritize Security. Set time to 

evaluate your security posture 

and identify where your gaps are

•

It’s a journey and not a quick 

fix



Jake Schulte

Director of IT Operations
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